\ Network Security
and Logging System

Firewall

ONE DEVICE FOR
ALL SOLUTION

XL 100 MODEL

‘““Set sail for technology with versatile protection and
general management with XLog Firewall.”

PHONE SUPPORT - EASY MANAGEMENT - ENGLISH/TURKISH INTERFACE
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Companies manage network easily and save time with
XLog. Also,Xlog provide secure network and more.

ALL IN ONE PROTECTION DIFFERENT LOCATION SOLUTIONS

Xlog provides firewall and logging In distant branches,easily connect to

management on one screen. network with Site to site VPN or SSL
VPN.

AFFORDABLE PRICES PHONE SUPPORT

Offering affordable prices for first Easily communicate with our technical

sale and license renewal. support team.
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Secure Your Network Easily With Turkish Interface

Constantly Updating Interface
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xlog - Gikis @ RADIUS MAC GIRIS KAYITLARINI LISTELER og - Gikas @ RADILS MAG RIS KAYITLARINIISTELER
#log Sirket Radius Mac Girig Kayitlan #Klog Sirket Radius Mac Girig Ka

Engeli

Arama Engelli v | a

copy Tablo i Arama copy Tablo i Arama

ISLEM TARIHI ISLEM DI\ DURUMU  MACADRESI ISTASYON ISLEM TARIHI ISLEM

DI\ DURUMU  MACADRESI

NAS-Identifier :

05/12/2020 14:40:34 3324 Engelli  08:60:6e:13:be:ad 192.168.21.189 - 98:06:37:20:03:18 05/12/2020 14:40:34 3324 Engelli  08:60:6e:13:be:ad

Check Service-Type : Call-Check
Framed-Protocol :
NAS-Port: 24
NAS-Port-Type : Ethemet
NAS-Port-id

ASUSTek COMPUTER INC. ASUSTek COMPUTER INC.

hernet

Connect-Info :

98:ee:chiad:0e:49 10.0.0.11 - 98:06:37:20:03:01 NAS-ldentifier : 20/11/2020 09:22:56
Service-Type :

Framed-Protocol :
NAS-Port : 1
NAS-Port-Type : Ethernet
NAS-Port-1d

20/11/2020 09:22:56 3267 Engelli 3267 Engelli  98:eechiadie:dd

Wistron Infocomm (Zhongshan) Corporation Wistron Infocomm

hernet

Connect-Info :

20/11/2020 09:21:48 3264 Engelli 98:ee:cb:ad:0e:49 10.0.0.11 - 98:06:37:a0:03:01 NAS-Identifier : 20/11/2020 09:21:48

Service-Type

3264 Engelli  98:eech:ad:De:d9
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Network Security and Logging System

HARDWARE

XL100 - 6xGE

Loglama Sistemi
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6x Gbit
Model Console Port | USB Port Ethernet 2x SFP 1G 2x SFP+10G = VGA Input
XL100
+ + + - - +
6x GE

1. Console Port 3. _6x Gbit Ethernet _
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Network Security and Logging System

NEW GENERATION FIREWALL

e Firewall provide port on,off and implement routing process.
® Firewall blocks port attacks and it provides security of system.
® Rules can creating on group basis.

e Abroad countries ip is blocking as default. If create incorrect rule system spontaneously block it. ( Cyber
attacks originate largely from abroad these blocks have been closed by our systems. If require international
connections,easily removable the blocks).

INTERNAL USER WEB APPLICATION SERVERS

XLOG FIREWALL

EXTERNAL USER

® Ports can be open and close with mobile application or manually. (Generally in firewall,admin opened port
and forget it,that causes deficit in the system. For this reason, in Xlog, admin can open port based on time
,when time expired system off the port spontaneously. Also,admin or access users can open port basis of
time on mobile application.)

¢ Firewall notifies any communication to port with SMS and mail. (If any requested to connect the ports. The
system automatically notifies when e-mail address or phone number that define in the system.)

e Firewall supplies information about port connection and instantaneous IP connection.
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Network Security and Logging System

XLOG 100 FEATURES

Device Rack Type
Supported Users 100
Keeping Records 2 Year
Notify Options Sms, Email
Language Support Turkish, English
Reporting Yes
Logging on the Device Yes
Firewall Performance 2200 Mbps
NGFW 700 Mbps
Ethernet Port 6x Gbit Ethernet
Fiber Port -
Hardware U UTM

* The device provide solutions with high hardware features for
medium sized enterprise and institutions.

e The device supports maximum 100 users.

e In Xlog all modules are active without need any extra certificate
or license.

e Log records are signed automatically with Tubitak Timestamp.

* The system holds log records 2 years on the device.

e You can implement security policy according to the law.
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Network Security and Logging System

NEW GENERATION FIREWALL

Set sail for technology with versatile protection and general
management with XLOG Firewall.

XLog devel oped for guarding your infrastructure and network for potential attacks.
Also, XLog provide management of your network on a point.

ONE DEVICE FOR ALL SOLUTION
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